Exploring the Effects of the Privacy-Handling Management Styles of Social Networking Sites on User Satisfaction: A Conflict Management Perspective
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ABSTRACT
The issue of consumer information privacy, arguably the most substantial and persistent problem confronting e-commerce companies in general and online social networking service providers in particular, often results in unsatisfied customers. Researchers have investigated privacy from various perspectives and in a multitude of settings, yet there have been few attempts to understand privacy versus satisfaction, particularly from the perspective of conflict management. Because users’ privacy can be negatively affected by social networking sites (SNS), this study focuses on the privacy conflicts between SNSs and their users. Drawing on conflict management theory, this article investigates the effects of different conflict management styles exhibited by an SNS on users’ satisfaction with its privacy practices, which then affects their intention to disclose personal information. The SNS examined in this study is Facebook, the most popular SNS with the largest number of users. Data were collected using an online survey and were analyzed using structural equation modeling. The results suggest that the two cooperative conflict management styles demonstrated by the SNS—accommodating and problem-solving—positively affect users’ satisfaction with the privacy practices of the SNS both directly and indirectly through perceived privacy risk control. With regard to uncooperative styles, an avoiding style negatively affects user satisfaction directly, whereas an asserting style negatively affects user satisfaction indirectly through perceived privacy risk. The results also support that satisfaction is positively related to intention; users who are satisfied with the privacy practices of SNSs are more willing
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to disclose personal information than unsatisfied ones. [Submitted: April 19, 2015. Revised: July 12, 2016. Accepted: July 14, 2016.]
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INTRODUCTION

In recent years, social networking sites (SNS) have piqued mounting interest among scholars and practitioners. These innovative technological artifacts have enabled individual users and organizational constituents to seek, share, and exchange information efficiently and effectively. This phenomenon, coupled with dynamic globalization, has raised a critical issue with regard to the ubiquitous distributed storage and sharing of information vis-à-vis information privacy. The rapid growth and development of SNSs seem to be accompanied by conflicts between the service provider and its users regarding the storing, sharing, and processing of private and personal information. By definition, conflict is “a process in which one party perceives that its interests are being opposed or negatively affected by another party” (Wall & Callister, 1995, p. 544). This study focuses on privacy conflicts between SNSs and their users. Accordingly, we offer a contextualized definition of privacy conflict as a process in which users perceive that their privacy-related interests are contrary to those of SNSs and in which users’ privacy is negatively impacted by SNSs’ actions. Such perceptions may be built over time through users’ interactions with SNSs and their observations of SNSs’ practices. Although users want to limit the sharing and usage of their information to what is necessary to achieve their goals (and preserve their overall privacy), SNSs seek to collect and utilize user information for use in targeted promotions and advertisements, which is one of their primary sources of revenue.

The mishandling of privacy conflict can lead to lawsuits, financial loss, feature termination, and decline in user bases. In one case, Facebook agreed to pay a $9.5 million settlement in a class-action lawsuit and to terminate the Beacon program, a feature that monitored and published users’ purchases in some participating Web sites, including Overstock.com and Blockbuster (Dwyer, 2011). In other cases, dissatisfied users issued a general call for cancelling Facebook services (Baumer et al., 2013). Although Facebook has attracted public attention regarding privacy conflict with users, other SNSs inevitably face the same problem. After its initial public offering (IPO) in November 2013, Twitter was pressured to satisfy investors who wanted to force the company to monetize user data, including those collected from the “tweet” buttons embedded in many Web sites (Harkinson, 2013). LinkedIn, a major SNS that focuses on professional networks, was sued for illegally selling users’ professional data to potential employers (Todd, 2014).

Although all SNSs have the strategic objective of managing privacy conflict, there are different ways of handling such conflict, which are articulated in conflict management theory. For example, SNSs may employ cooperative (accommodating and problem-solving) and/or uncooperative (avoiding and asserting) conflict...
management strategies. Moreover, users may perceive that SNSs employ one or more of these strategies based on their privacy practices. Previous research has provided evidence that the way in which conflicts are handled directly affects the outcomes of conflict management (Wall & Galanes, 1986; Tutzauer & Roloff, 1988; Barki & Hartwick, 2001; Bradford, Stringfellow, & Weitz, 2004; Lee, 2008). Satisfaction, which is one of the important conflict management outcomes reported in the conflict management literature (Rahim & Buntzman, 1989; DeChurch & Marks, 2001; Bradford et al., 2004; Lee, 2008), is of special interest in the SNS context. The Information Systems (IS) literature shows that satisfaction positively affects voluntary system usage or usage intention (Galletta & Lederer, 1989; Lai, 2004) and information disclosure intention (Knijnenburg & Kobsa, 2013). We argue that if an SNS demonstrates appropriate privacy conflict management styles, as perceived by its users, the latter’s satisfaction with SNS privacy practices will be improved, and they will be willing to disclose information on that SNS. In this study, we investigate the effects of conflict management styles on users’ satisfaction with the privacy practices of SNSs. To be more specific, the conflict management styles refer to the styles that users perceive that SNSs use to handle privacy conflicts. The following research questions are posed: (1) What is the impact of an SNS’s conflict management styles on users’ satisfaction with the SNS’s privacy practices? (2) What is the mechanism of such impact? In another words, how does each style affect users’ satisfaction with the SNS’s privacy practices? (3) Will users’ satisfaction with the SNS’s privacy practices affect their intention to disclose personal information?

This research makes several important contributions to the IS literature and the research on SNSs. Because users’ privacy can be negatively affected by SNSs, this study examines the privacy conflict between SNSs and their users and it investigates the management of such conflict. Users may perceive SNSs as using different conflict management styles, which are demonstrated by their privacy practices. Through the theoretical lens of conflict management, this study is the first to investigate the impact of different conflict handling styles on user satisfaction with the privacy practices of SNSs. Further, this study explores the mechanism through which different styles affect user satisfaction with SNS privacy practices. Finally, this study contributes to the privacy literature on alleviating privacy fears. Most previous privacy research focused on reducing the customer’s initial privacy fears so he or she could engage with confidence in a transaction with an online vendor for the first time or start using an online system (e.g., Milne & Boza, 1999; Xu, Teo, & Tan, 2005). Our study sheds new light on the conflict management interventions that an SNS might adopt to alleviate the existing privacy fears of its long-time users.

LITERATURE REVIEW AND THEORETICAL FRAMING

Focusing on the privacy conflicts between SNSs and their users, this study investigates SNS user self-disclosure. It proposes that self-disclosure intention is affected by user satisfaction with SNS privacy practices, which is a privacy conflict management outcome. In this section, we review the relevant information privacy and conflict management literature.
Information Privacy and Self-Disclosure of Personal Information

Information privacy refers to “an individual’s self-assessed state in which external agents have limited access to information about him or her” (Dinev, Xu, Smith, & Hart, 2013, p. 299). Information privacy concerns capture individuals’ worries about their privacy (Li, 2011). Because of its implications for individual behaviors in different contexts, considerable IS research has focused on information privacy concerns and has adopted it as a measurable proxy of privacy itself (Malhotra, Kim, & Agarwal, 2004; Smith, Dinev, & Xu, 2011). For example, Smith, Milberg, and Burke (1996) developed the Concerns for Information Privacy (CFIP) scale to measure individual concerns regarding organizational privacy practices. They identified four major concerns: collection, errors, secondary use, and unauthorized access to information. The scale was developed in the offline or traditional direct marketing context and focused on organizations’ responsibility for the proper handling of customer information. Following Smith et al. (1996) CFIP scale, Malhotra et al. (2004) defined Internet users’ information privacy concerns in the e-commerce context and identified three dimensions of such concerns: collection, control, and awareness of privacy practices.

In the context of our study, the amount of personal information collected, stored, and processed by SNSs far exceeds that of traditional commerce or e-commerce companies. Because an SNS’s survival and profitability largely rely on monetizing users’ personal information through targeted advertisements and personalized products or services, an SNS has an inherent incentive to stimulate maximum disclosure. In this environment, users are likely to be subject to SNS opportunistic behaviors and to perceive that their privacy is negatively affected by SNSs’ practices, which leads to privacy conflict between an SNS and its users. As we argue in this article, if such conflict is not handled properly by an SNS, users are likely to be unwilling to disclose their personal information to the SNS, which would then adversely affect the SNS’s profitability in the long run.

Self-disclosure in an online community is defined as “what individuals voluntarily and intentionally reveal about themselves to others – including thoughts, feelings and experiences” (Posey, Lowry, Roberts, & Ellis, 2010, p. 183). Self-disclosure has been measured in multiple dimensions, including amount, depth, and duration (Wheelless & Grotz, 1976); honesty, intent, and valence (Posey et al., 2010); and information versus interaction management (James, Warkentin, & Collignon, 2015; James, Nottingham, Collignon, Warkentin, & Ziegelmayer, 2016). It has also been measured in a single dimension in terms of a continuum of values of disclosing less or more personal information (Chen, 2013; Zlatolas, Welzer, Heričko, & Höbl, 2015). In this study, self-disclosure refers to the total amount of personal information disclosed voluntarily by users on an SNS, and it is not limited to user profile information. We are interested in the amount of overall personal information that individuals intend to disclose because nonprofile information, such as location tracking, activities, experiences, and feelings, could be both valuable in SNS marketing and risky for users to disclose. The main functionality of an SNS is the support for and promotion of sharing of personal information. By using an SNS, users may assume the loss of their privacy to some extent. However, they can gauge the amount of information that they are willing to
disclose. In this study, we propose that users’ satisfaction with SNS privacy practices, as an outcome of privacy conflict management, influences their willingness to disclose personal information.

**Conflict Management**

In order to understand privacy conflict management in particular, we begin by illuminating conflict and conflict management in general. Conflict is “a process in which one party perceives that its interests are being opposed or negatively affected by another party” (Wall & Callister, 1995, p. 544). In general, conflict exists among interdependent parties that perceive incompatible interests or goals when they interact with each other (Thomas, 1992). Because it is a common phenomenon of profound importance, conflict has been investigated in various contexts, such as supervisor-subordinate interaction (Rahim & Buntzman, 1989), team management (Montoya-Weiss, Massey, & Song, 2001), and client-supplier collaborative product development (Lam & Chin, 2005). In the IS research realm, previous studies on conflict management mainly fall into two streams of research: (1) conflict management within IT teams, either in system development or implementation teams (Barki & Hartwick, 2001; Sawyer, 2001; Jiang, Chen, Goode, & Fernandez, 2013) or in virtual teams (Paul, Seetharaman, Samarah, & Mykytyn, 2004) and (2) information systems’ influence on team conflict management practices, such as the usage of decision support systems in solving group conflict (Watson, DeSanctis, & Poole, 1988; Miranda & Bostrom, 1993).

Conflict can be managed differently. The various conflict management styles are referred to as “conflict handling modes” (Thomas, 1992), “conflict handling styles” (Lee, 2008), “approaches to conflict management” or “conflict management strategies” (Blake & Mouton, 1964), and “conflict management tactics” (Wall & Callister, 1995). In general, they mirror the actions that disputants take to manage conflict. Wall and Callister (1995) provided a list of management tactics, including violence and the competitive use of force, agreed-to symbols of defeat, compromise, converting the opponent, conciliation, avoiding, and problem-solving. However, it is common practice to differentiate five conflict management styles (Blake & Mouton, 1964; Rahim & Bonoma, 1979; Thomas, 1992), which have been named variously in the literature (Rahim & Buntzman, 1989; Kuhn & Poole, 2000; Bradford et al., 2004). Drawing upon the IS literature in particular, we adopted the names used by Barki and Hartwick (2001), who investigated the five conflict management styles—asserting, accommodating, problem-solving, avoiding, and compromising—in the context of information systems development.

It is important to note that different conflict management styles may coexist in the same entity (Rahim, 1983; Antonioni, 1998; Gross & Guerrero, 2000). Accordingly, the Rahim Organizational Conflict Inventory-II scores an individual on all five styles concurrently. A higher score for one style shows an individual’s preference for that style but does not preclude the existence of other styles, which may be scored lower by different degrees. Individuals are also reported to exercise different styles when managing conflict with different people, including superiors, subordinates, and peers (Rahim, 1986). An organization such as Facebook, for example, handles privacy conflicts with different users via various channels and
therefore is likely to exhibit different, even seemingly opposite, styles at a single point in time. We view the findings of this extant research as an opportunity to investigate the effectiveness of the different conflict management styles demonstrated by an SNS and to offer suggestions to SNSs for strategically focusing on and adopting one or more effective styles.

When an SNS adopts an **asserting** conflict management style, it demonstrates high assertiveness, low cooperativeness, little intention to satisfy users’ privacy concerns, and a strong intention to satisfy its own interests. An **accommodating** style is the opposite, reflecting low assertiveness, high cooperativeness, strong intention to satisfy users’ privacy concerns, and little intention to satisfy its own concerns. The **problem-solving** style aims to satisfy the interests of both parties with high assertiveness and high cooperativeness. An SNS using an **avoiding** conflict management style tries to withdraw from open discussion or debate with users, showing little cooperativeness and taking no actions that could satisfy users’ privacy concerns. Finally, the **compromising** conflict management style occupies a central position among the other four styles. It features moderate assertiveness and cooperativeness with respect to privacy practices. Notably, Pruitt (1983) argued that compromising is not a distinct conflict management style, and Van de Vliert and Hordijk (1989) provided empirical evidence that compromising and problem-solving lead to the same social–psychological consequences. Furthermore, previous research on conflict management styles omitted the compromising style in their hypotheses or analyses (Friedman, Tidd, Currall, & Tsai, 2000; Barki & Hartwick, 2001) because it does not represent a distinctly unique approach. For the same reason, we excluded the compromising style from our study and instead focused solely on the other four conflict management tactics: asserting, accommodating, problem-solving, and avoiding.

Research has suggested that conflict management styles have different effects on one or more conflict management outcomes, including decision quality, satisfaction, and performance (Wall & Galanes, 1986; Tutzauer & Roloff, 1988; Barki & Hartwick, 2001; Bradford et al., 2004; Lee, 2008). Kuhn and Poole (2000) examined the relationship between group conflict management styles and the effectiveness of their decision-making activities. Their study reported a positive effect of the integrative (problem-solving) style but mixed effects of the avoidance (avoiding) and distributive (asserting) styles. In investigating the effects of supervisors’ conflict management styles on subordinates’ job satisfaction, multiple studies (Rahim & Buntzman, 1989; Lee, 2008) found positive effects of the integrating (problem-solving), compromising, and obliging (accommodating) styles and negative effects of the dominating (asserting) and avoiding styles. DeChurch and Marks (2001) categorized conflict management styles according to their activeness and agreeableness. They examined the effects of different styles on both group member satisfaction and group performance. For example, the collaboration (problem-solving) style is considered both active and agreeable, and it positively affects satisfaction and performance outcomes. In contrast, the avoiding style is considered both passive and disagreeable, and it negatively affects the outcomes. Bradford et al. (2004) studied the effects of conflict management styles in 81 simulated retail networks. Their results suggested that the collaborative (problem-solving) style positively correlated with network satisfaction and network
continuity, which refers to the desire of network members to work together in the future. They also investigated the confrontation (asserting) and accommodating styles and discovered that their effects on the outcomes depended on the types of conflict. In summary, these extant findings indicated that the effects of conflict management styles on conflict management outcomes, including satisfaction, vary depending on the context.

Also depending on the context, conflict management styles may affect conflict management outcomes through different mechanisms. For example, previous research showed that trust mediated the effects of conflict management styles on the job satisfaction of subordinates (Chan, Huang, & Ng, 2008) and that justice mediated the effects of conflict management styles on team effectiveness (Chen & Tjosvold, 2002). Based on the unique context of privacy conflict between SNSs and their users, in the present study, we turn to two privacy-related constructs—perceived privacy risk and perceived risk control—as mechanisms that influence the relationship between conflict management styles and user satisfaction with SNS privacy practices. The extant research indicates that each of these constructs is highly salient in the privacy context and is influential toward understanding users’ disclosure behavior (Malhotra et al., 2004; Dinev & Hart, 2006; Krasnova, Spiekermann, Koroleva, & Hildebrand, 2010; Li, Sarathy, & Xu, 2011; Hajli & Lin, 2016).

Perceived privacy risk is defined as the potential loss associated with disclosing personal information on SNSs. Perceived risk control is defined as users’ perception of their power to avoid or reduce privacy risk. When an individual uses an SNS to disclose personal information, he/she may suffer risk due to the SNS’s opportunistic behaviors or its unwillingness or incompetency in providing privacy protection. The user’s power to avoid or reduce the privacy risk is largely determined by the SNS’s privacy practices, including providing privacy control settings and features on its Web sites, informing and educating users, and practicing openness in their privacy practices. Previous research found empirical evidence that users with low perceived privacy risk had more favorable expectations than others did about e-commerce companies’ competency and reliability in safekeeping users’ personal information (Dinev & Hart, 2006). In our study, satisfaction refers to users’ satisfaction with an SNS’s privacy practices, and it is considered an outcome of the conflict management styles employed by the SNS. We hypothesize that the conflict management styles of SNSs affect users’ satisfaction through users’ perceived privacy risk and perceived risk control. Styles that show stronger intentions to satisfy users’ concerns are likely to reduce users’ perceived privacy risk and increase their perceived risk control.

RESEARCH MODEL AND HYPOTHESES

SNSs have a strategic objective of managing privacy conflict with users. These sites may adopt and demonstrate the use of different privacy conflict management styles to address such conflict. Drawing on conflict management theory, we posit that the different conflict management styles exhibited by SNSs can affect user satisfaction, which is a conflict management outcome. Satisfaction is defined as the extent to which users feel that an SNS’s privacy practices fulfill their privacy
needs. Such fulfillment is pleasurable and reflects a positive emotional state (Oliver, 1999). Satisfaction then affects users’ intentions to disclose personal information on the SNS. Our research model is presented in Figure 1. The following subsections elaborate each construct and its associated hypotheses.

Privacy Issues and User Satisfaction
As defined earlier, perceived privacy risk refers to the potential loss associated with disclosing personal information on SNSs. SNSs and users have conflicting motivations and goals regarding the disclosure of users’ information. Privacy risk may result from the opportunistic behavior of an SNS, such as selling user information, disclosing user information to third parties, and using the information for marketing/advertising purposes. Satisfaction refers to users’ satisfaction with an SNS’s privacy practices, and it is considered an affective outcome of the conflict. Previous research has shown a negative relationship between perceived privacy risk and satisfaction. For example, Knijnenburg and Kobsa (2013) examined individual behavior regarding information disclosure in the mock-up of a recommendation system. Their results suggested the negative effects on users’ satisfaction of perceived privacy risk in using the system. Ayanso, Herath, and O’Brien (2015) discovered that privacy risk, as one of the risk factors, negatively affected physicians’ satisfaction with electronic medical record systems. In the SNS context, we hypothesize that when users perceive high levels of privacy risk, they may attribute the SNS’s failure to provide adequate privacy protection to its conflicting interests, and they may be unsatisfied with the SNS’s privacy practices. Therefore, we propose the following hypothesis:

**H1:** Users’ perceived privacy risk has a negative effect on their satisfaction with the privacy practices of an SNS.

Perceived risk control is defined as the user’s perception of his or her power to avoid or reduce privacy risk. Users expect SNSs to empower them with privacy
control options so they can control their exposure to privacy risks. For example, James et al. (2015) and James et al. (2016) empirically showed that Facebook users not only expected to have the right to control what information they shared or disclosed but also believed they should have the right to control with whom they shared the information in their interactions with others. We expect that the high risk control empowered by the privacy practices of SNSs helps meet users’ expectations and increases their satisfaction with those practices. Users with high perceived risk control would feel that they are able to reduce the potentially adverse effects of the privacy practices of SNSs. As a result, they tend to form favorable perceptions of such practices. We therefore state the following hypothesis:

**H2: Users’ perceived risk control has a positive effect on their satisfaction with the privacy practices of an SNS.**

The ability to control risk leads to the high likelihood that the user exerts that control (Rippetoe & Rogers, 1987) to reduce the risk. For example, when users are enabled to reduce privacy risk by selectively sharing only certain personal information with trustworthy friends, they are more likely to exercise this control and perceive lower privacy risk. Perceived control was also reported to be negatively associated with perceived risk level due to optimistic bias (Helweg-Larsen & Shepperd, 2001), which indicates that when people believe that they have greater control over the outcome (high privacy risk control), they perceive more favorable outcomes (low privacy risk). Regarding online privacy risk, people with high controllability perceived that they were less vulnerable to privacy risk than others were (Cho, Lee, & Chung, 2010). We therefore posit the following hypothesis:

**H3: Users’ perceived risk control has a negative effect on their perceived privacy risk.**

**Conflict Management Styles**

Following the conflict management literature, the management styles investigated in this study—asserting, accommodating, problem-solving, and avoiding—are differentiated by assertiveness, cooperativeness, and the disputants’ intention to satisfy their own or others’ concerns. We propose that the accommodating style affects users’ satisfaction with the privacy practices of SNSs both directly and indirectly through perceived privacy risk and perceived risk control. When its users perceive that an SNS uses an accommodating approach, they believe that the provider is attempting to fully satisfy users’ concerns and that users’ satisfaction is the top priority. An accommodating SNS strives to protect users’ privacy, even if it means sacrificing its own interests. An example of such actions is that Facebook first allowed users to opt out of and then in 2009 fully shut down its Beacon system due to the public outcry. The Beacon system had been used to target advertisements and automatically share users’ purchasing activities with their friends. Sacrificing the opportunity to monetize user information through Beacon, Facebook reduced its users’ privacy risk of exposing their purchasing activities. Believing that an SNS had good intentions to protect their privacy, users would be confident that a solution could be worked out in their favor, and they would perceive low privacy risk. Therefore, we state the following hypothesis:
H4: An accommodating style has a negative effect on perceived privacy risk.

When an SNS uses the accommodating style, it yields to the will of its users (De Dreu, Evers, Beersma, Kluwer, & Nauta, 2001). In this style, the needs and requests of users are fully accepted and accommodated. In other words, the users are able to influence or control the SNS’s privacy practices. Therefore, the users perceive a higher capability to avoid or reduce privacy risk. We therefore state the following hypothesis:

H5: The accommodating style has a positive effect on perceived risk control.

The accommodating style is considered cooperative (Blake & Mouton, 1964; Hocker & Wilmot, 1978) and agreeable (Van de Vliert & Euwema, 1994). Previous research has shown the positive effects of cooperative conflict handling styles on employee satisfaction (Rahim & Buntzman, 1989; Lee, 2008), customer satisfaction with service recovery (Mazaheri, Basil, Yanamandram, & Daroczi, 2011), and team satisfaction (Behfar, Peterson, Mannix, & Trochim, 2008). When an SNS accommodates the privacy needs and requests of its users, it may develop proactive, user-friendly privacy control tools, limit third-party access to user information to minimum levels, and address social issues such as government surveillance of personal information. The accommodating conflict management style demonstrates the benevolent attitude of an SNS, and it leads to pleasant and positive feelings in its users. Therefore, we state the following hypothesis:

H6: The accommodating style has a positive effect on users’ satisfaction with the privacy practices of an SNS.

The problem-solving style is also called the integrating style or collaborating style. It is considered the most active and agreeable style (Van de Vliert & Euwema, 1994). When an SNS exhibits this style, it shows high concern for both users and itself. In using this approach, an SNS tries to find a solution that satisfies both the SNS and its users. Facebook demonstrated the problem-solving approach when it redesigned its data use policy in 2012. By integrating input from users, the new policy improved Facebook’s transparency regarding how it collected and applied user data. The policy also provided examples and explanations to help users understand the meaning of the data use policy in practice. Both Facebook and its users have benefitted from the new data use policy. By applying the problem-solving approach, an SNS demonstrates an open and collaborative attitude to its users. Aware of an SNS’s benevolent intention and effort to protect user privacy, users would perceive a low privacy risk. Therefore, we state the following hypothesis:

H7: The problem-solving style has a negative effect on perceived privacy risk.

When SNSs use the problem-solving style, they seek a solution that allows users to share personal information without worrying about their privacy. SNSs benefit when their users share personal information. The users benefit from the reduced worry about their privacy. For example, Facebook introduced the privacy checkup feature in 2014. This feature helps users review their privacy settings for status updates, permissions for third-party applications using their Facebook data,
and settings for some of the sensitive data on their profiles. Based on the results of the privacy checkup, users may adjust the settings and gain better control of their exposure to privacy risk. Therefore, when SNSs adopt the problem-solving approach, their users are expected to perceive increased privacy risk control. We therefore state the following hypothesis:

**H8:** The problem-solving style has a positive effect on perceived risk control.

Because the problem-solving style is collaborative, it is acceptable to both parties involved in the conflict (Van de Vliert & Euwema, 1994). The literature provides evidence that the problem-solving style leads to positive outcomes, including better decision making and greater satisfaction (Wall & Galanes, 1986; Tutzauer & Roloff, 1988; Barki & Hartwick, 2001; Bradford et al., 2004; Lee, 2008). Paul et al. (2004) suggested that the collaborative conflict management style positively affected satisfaction with the decision-making process in virtual teams. Furthermore, Barki and Hartwick (2001) showed that the problem-solving style led to increased satisfactory conflict resolution in information system development projects. An SNS that is perceived as using a problem-solving approach will integrate users’ perspectives and work with users to create solutions that meet the goals and objectives of both the SNS and its users. In this environment, the SNS respects users’ interests. The resulting solution to the problem of privacy protection then leads to a satisfactory outcome. Therefore, we state the following hypothesis:

**H9:** The problem-solving style has a positive effect on users’ satisfaction with the privacy practices of an SNS.

The asserting style is also called the dominating style (Rahim, 1983), the forcing style, and the competing style (Thomas, 1992). When an SNS uses this style, it imposes its opinions, goals, and objectives on users, showing a high concern for itself and a low concern for its users. In this situation, an SNS prioritizes its own perspective, defends its privacy practices, and argues that the users are wrong. For example, some users have criticized the Facebook “real name” policy, which requires users to use their real names on the site and may put vulnerable groups at risk of physical harm. The CEO of Facebook defended this policy and insisted that it “helps keep people safe” (Davidson, 2015). Because of the uncooperative nature of the asserting style, users would not believe that the SNS would be willing to seek a solution to protect their privacy; therefore, the users would perceive a higher privacy risk. We therefore state the following hypothesis:

**H10:** The asserting style has a positive effect on perceived privacy risk.

The asserting style is considered direct and uncooperative (Blake & Mouton, 1964) and disagreeable and unpleasant (Van de Vliert & Euwema, 1994). The literature provides evidence of the negative relationship between the asserting style and satisfaction (Beersma & De Dreu, 1999; Barki & Hartwick, 2001; DeChurch, Hamilton, & Haas, 2007). When an SNS uses the asserting style, it insists that users’ concerns about privacy are unnecessary or unjustified, which may make users angry or frustrated with the SNS’s practices. We therefore state the following hypothesis:
H11: The asserting style has a negative effect on users’ satisfaction with the privacy practices of an SNS.

An avoiding style is related to low cooperativeness and low assertiveness (Thomas, 1992). This style is exhibited by behaviors such as circumventing confrontations and hiding disagreement. It sometimes reflects negative disengagement and hides higher levels of aggressiveness (Aritzeta, Ayestaran, & Swailes, 2005). When an SNS is perceived as using an avoiding approach, it limits disclosure of its privacy practices and hides its disagreement with users for the purpose of avoiding tension and conflict. Avoiding the conflict does not lead to any constructive solution per se. Instead, avoiding discussion of privacy practices or even failure to explain details may make people read between the lines and suspect higher privacy risk (Goodchild, 2010). Therefore, we state the following hypothesis:

H12: An avoiding style has a positive impact on perceived privacy risk.

The avoiding style is considered both passive and disagreeable, and it negatively affects outcomes (DeChurch & Marks, 2001). In using this style, SNSs try to avoid confrontations with users, and they hide their disagreement on privacy issues. However, users may question the transparency and responsiveness of SNSs’ privacy practices. Therefore, we state the following hypothesis:

H13: An avoiding style has a negative effect on users’ satisfaction with the privacy practices of an SNS.

There is theoretical and empirical evidence to support the relationship between attitudes and behavioral intentions (Ajzen, 1991; Liaw, 2007). Schwaig, Segars, Grover, and Fiedler (2013) provided empirical support for the positive relationship between consumers’ attitudes toward a company’s information practices and the intention to engage with that company. Knijnenburg and Kobsa (2013) examined information disclosure in a personalized recommendation system and found that user satisfaction with the system positively affected information disclosure. When users are satisfied with SNS privacy practices and feel that an SNS fulfills their privacy needs, they are comfortable with disclosing personal information. Therefore, we state the following hypothesis:

H14: Users’ satisfaction with the privacy practices of an SNS has a positive effect on their intention to disclose personal information.

RESEARCH METHOD

Research Design

An online survey was developed and deployed to collect data from a relevant sampling frame. Because Facebook is the largest SNS, we constructed the questionnaire in the Facebook setting and surveyed active Facebook users who remained anonymous in the study. At the beginning of the online survey, the subjects were requested to read an informed consent form that explained that the focus of the study was on online social networking and that participation in the study was voluntary. After the subjects agreed to participate, they were then required to indicate
Table 1: Demographic distribution of survey respondents in two pilot studies.

<table>
<thead>
<tr>
<th>Gender</th>
<th>Age</th>
<th>Education</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Male</td>
<td>43.9%</td>
<td>18–24 22.2% Some school, no degree</td>
<td>0.0%</td>
</tr>
<tr>
<td>Female</td>
<td>56.1%</td>
<td>25–34 37.6% High school graduate</td>
<td>8.5%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>35–44 22.2% Some college, no degree</td>
<td>37.6%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>45–54 12.8% Bachelor’s degree</td>
<td>47.0%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>55–64 4.3% Master’s degree</td>
<td>5.1%</td>
</tr>
<tr>
<td></td>
<td>&gt; 64</td>
<td>0.9% Professional degree</td>
<td>0.0%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Doctorate degree</td>
<td>1.7%</td>
</tr>
</tbody>
</table>

Table 2: Demography distribution of the survey respondents in the final study.

<table>
<thead>
<tr>
<th>Gender</th>
<th>Age</th>
<th>Education</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Male</td>
<td>42.7%</td>
<td>18–24 17.5% Some school, no degree</td>
<td>3.4%</td>
</tr>
<tr>
<td>Female</td>
<td>57.3%</td>
<td>25–34 22.3% High school graduate</td>
<td>23.3%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>35–44 17.5% Some college, no degree</td>
<td>33.5%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>45–54 18.9% Bachelor’s degree</td>
<td>28.2%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>55–64 10.2% Master’s degree</td>
<td>8.3%</td>
</tr>
<tr>
<td></td>
<td>&gt; 64</td>
<td>13.6% Professional degree</td>
<td>1.9%</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Doctorate degree</td>
<td>1.5%</td>
</tr>
</tbody>
</table>

which social networking sites they used. Only the participants who used Facebook were selected to respond to the survey questionnaire.

To increase the measurement reliability, we conducted two rounds of pilot studies using Amazon Mechanical Turk participants in order to pretest and refine the survey questionnaire. The first round of the pilot study yielded 59 completed responses (male = 47.5%, female = 52.5%). We found that the reliability of asserting and avoiding styles was below the recommended threshold of 0.7. Accordingly, we reworded the self-developed items that measured asserting and avoiding to increase their clarity. For example, for the avoiding style, “Facebook would avoid open discussions of its privacy practice . . .” was reworded as “Facebook tried to hide its privacy practice . . .” The second round of the pilot study yielded 58 completed responses (male = 40.2%, female = 59.8%). In the second round of the pilot study, all scales were found to have acceptable reliability and validity. The demographic information about the subjects used in the two pilot studies is summarized in Table 1.

Based on the above two pilot studies, the questionnaire was refined and then delivered through SurveyMonkey to the prospective panel members, who remained anonymous in the study. The survey invitation was sent to 600 prospective panel members, and 243 subjects responded to the survey request, resulting in a survey response rate of 40.5%. We received 206 usable responses (88 males and 118 females). The demographic information about the survey respondents who participated in the final study is presented in Table 2. Similar to the subjects in the two pilot studies, most of the survey respondents in the final study were less than 55 years old and had some college education.
Covariates
In our study, we also controlled for users’ age, gender, use time, and update frequency on Facebook, which may also influence their intention to disclose personal information on the site. For example, users who frequently update their Facebook status may be less concerned about their information privacy and more willing to disclose their personal information on Facebook.

Variable Measurement
When valid scales were available, we used existing scales in prior research with slight modifications to fit the context. Privacy risk was measured using modified forms of four items used by Malhotra et al. (2004). The risk control measures consisted of three items adapted from the scale in Bulgurcu (2011). The satisfaction measures were adopted from Hausknecht (1990). The intention to disclose personal information was measured by scales created by Malhotra et al. (2004). The four management style constructs were measured using items that we developed for this study to fit the research context. All scales were operationalized as reflective instruments and measured on a fully-anchored seven-point Likert scale in which 1 = strongly disagree and 7 = strongly agree. The detailed items in each core construct are provided in the Appendix. In addition to these core constructs, we developed two questions to gauge Facebook usage in terms of time and update frequency. The subjects were asked how much time they spent using Facebook in a typical week and how frequently they updated their Facebook status in the past six months.

DATA ANALYSIS AND FINDINGS
SmartPLS (Ringle, Wende, & Will, 2005), which is a type of partial least squares (PLS) technique, was applied to test the quality of the measurement models and the research hypotheses. SmartPLS is used to perform component-based structural equation modeling (SEM). We chose to use the SmartPLS technique instead of covariance-based SEM (CB-SEM) techniques because PLS is well suited for exploratory theory building, whereas CB-SEM was designed for use in confirmatory studies that have a well-established nomological network (Lowry & Gaskin, 2014). Our study uses a new, emerging research model to explore the effects of various conflict management styles on SNS users’ privacy attitudes and behaviors. PLS requires the sample size to be at least 10 times the largest number of paths leading to an endogenous construct (Chin, 1998). In our research model, the maximum number of paths that enter an endogenous variable is six. Therefore, our sample size of 206 was sufficient for the use of the PLS technique. In the following subsections, we first verify the reliability and validity of our measurement model and then provide the results of the hypothesis testing.

Measurement Model
Because all instruments used to measure latent constructs were implemented as reflective scales, their measurement quality was evaluated based on their convergent validity, reliability, and discriminant validity. Convergent validity reflects the extent
### Table 3: Mean, SD, and discriminant validity of reflective measurement scales.

<table>
<thead>
<tr>
<th></th>
<th>Mean</th>
<th>SD</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>7</th>
<th>8</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. ProSolv</td>
<td>4.357</td>
<td>1.260</td>
<td>.931</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2. Accom</td>
<td>3.742</td>
<td>1.351</td>
<td>.682</td>
<td>.919</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3. Assert</td>
<td>4.936</td>
<td>1.114</td>
<td>.237</td>
<td>.069</td>
<td>.895</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4. Avoid</td>
<td>4.490</td>
<td>1.312</td>
<td>-.076</td>
<td>-.071</td>
<td>.543</td>
<td>.894</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5. PriRisk</td>
<td>4.960</td>
<td>1.379</td>
<td>-.156</td>
<td>-.209</td>
<td>.188</td>
<td>.212</td>
<td>.914</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6. RiskCtrl</td>
<td>4.486</td>
<td>1.468</td>
<td>.410</td>
<td>.456</td>
<td>.121</td>
<td>-.014</td>
<td>-.355</td>
<td>.932</td>
<td></td>
<td></td>
</tr>
<tr>
<td>7. Satisf</td>
<td>4.374</td>
<td>1.436</td>
<td>.591</td>
<td>.586</td>
<td>.086</td>
<td>-.185</td>
<td>-.403</td>
<td>.596</td>
<td>.972</td>
<td></td>
</tr>
<tr>
<td>8. Int</td>
<td>2.617</td>
<td>1.419</td>
<td>.326</td>
<td>.509</td>
<td>-.087</td>
<td>-.027</td>
<td>-.240</td>
<td>.323</td>
<td>.438</td>
<td>.956</td>
</tr>
</tbody>
</table>

*Note:* Diagonal elements are the square root of the AVE values of all reflective constructs. Off-diagonal elements are the correlations among latent constructs. All bold values are significant with \( p < .001 \).

To which the items measuring the same construct load closely together. Convergent validity is verified if the outer loading value of each item on its corresponding latent construct is 0.6 or higher (Bagozzi & Yi, 1988) and is statistically significant (Gefen & Straub, 2005). We found that all items loaded significantly on their respective latent constructs, and all outer loadings except Assert3 were above 0.6. Therefore, we dropped Assert3 and reconducted the analysis using SmartPLS. The results of the data analysis provided in this section are based only on the remaining items except Assert3.

Discriminant validity evaluates the extent to which the measures of latent constructs are different from each other. Discriminant validity is suggested when measurement items load more strongly on their corresponding latent constructs than on any other constructs. In other words, the outer loading of each item should be higher than its cross-loadings. Another criterion that is commonly used to test discriminant validity is that the square root of the AVE of each reflective latent construct should be higher than the correlations between that construct and any other constructs (Fornell & Larcker, 1981). From the outer loading and cross-loading matrix (see the online Appendix) and correlation matrix (Table 3), both criteria were satisfied by all latent constructs in our research model. Scale reliability was then evaluated based on composite reliability (CR) and the average variance extracted (AVE) measures as suggested by Bagozzi and Yi (1988). All scales in this study have their CR and AVE values far above the recommended cutoffs of 0.7 for CR and 0.5 for AVE. Therefore, our measurement model exhibited sound reliability and validity.

As in previous cross-sectional studies that measured all variables through the same survey conducted with the same set of subjects, our study might be susceptible to common method variance (CMV) bias. To test the potential impact of CMV, we applied the partial correlation procedure based on the marker-variable technique suggested by Lindell and Whitney (2001). The partial correlation procedure not only provides an estimate of the magnitude of CMV but also assesses its impact on correlation among latent constructs. The second smallest positive correlation among the manifest variables was selected as a more conservative estimate of CMV (i.e., \( r_m \)), which was found to be .008. CMV-adjusted correlations among
Hypothesis Testing

The results of the hypothesis testing are summarized in Figure 2 and Table 4. The completely standardized path coefficients and their significance levels are displayed near each path in Figure 2. The $R^2$ values of endogenous constructs reflect the amount of variance that could be explained by the structural model. Our research model explained 28.9% of the variance in intention, 57.5% of the variance in satisfaction, 19.2% of the variance in perceived privacy risk, and 22.6% of the variance in perceived risk control.

We performed nonparametric bootstrapping to compute the t statistics for each hypothesized path and the potential effect of the covariates. Among the four covariates, gender was statistically significant and update frequency was marginally significant. Males were more willing to disclose their personal information on Facebook than females were. This result is consistent with previous findings that males were more likely than females to disclose personal information online (Lewis, Kaufman, & Christakis, 2008; Joinson, Reips, Buchanan, &

\[ r^* = (\text{CMV Adjusted Correlation}) = \frac{r \text{ (Uncorrected Correlation)} - r_m \text{ (Estimate of CMV)}}{1 - r_m \text{ (Estimate of CMV)}}. \]
Table 4: Summary of the results of the hypothesis testing

<table>
<thead>
<tr>
<th>Hypotheses</th>
<th>Path Coefficients</th>
<th>t</th>
<th>p</th>
</tr>
</thead>
<tbody>
<tr>
<td>H1: Privacy risk → Satisfaction</td>
<td>−0.193</td>
<td>3.469</td>
<td>&lt;.001</td>
</tr>
<tr>
<td>H2: Risk control → Satisfaction</td>
<td>0.313</td>
<td>4.331</td>
<td>&lt;.001</td>
</tr>
<tr>
<td>H3: Risk control → Privacy risk</td>
<td>−0.348</td>
<td>4.908</td>
<td>&lt;.001</td>
</tr>
<tr>
<td>H4: Accommodating → Privacy risk</td>
<td>−0.042</td>
<td>0.549</td>
<td>&gt;.05</td>
</tr>
<tr>
<td>H5: Accommodating → Risk control</td>
<td>0.330</td>
<td>3.583</td>
<td>&lt;.001</td>
</tr>
<tr>
<td>H6: Accommodating → Satisfaction</td>
<td>0.213</td>
<td>2.456</td>
<td>&lt;.05</td>
</tr>
<tr>
<td>H7: Problem-solving → Privacy risk</td>
<td>−0.020</td>
<td>0.259</td>
<td>&gt;.05</td>
</tr>
<tr>
<td>H8: Problem-solving → Risk control</td>
<td>0.185</td>
<td>1.878</td>
<td>&lt;.1</td>
</tr>
<tr>
<td>H9: Problem-solving → Satisfaction</td>
<td>0.253</td>
<td>3.732</td>
<td>&lt;.001</td>
</tr>
<tr>
<td>H10: Asserting → Privacy risk</td>
<td>0.181</td>
<td>1.973</td>
<td>&lt;.05</td>
</tr>
<tr>
<td>H11: Asserting → Satisfaction</td>
<td>0.094</td>
<td>1.489</td>
<td>&gt;.05</td>
</tr>
<tr>
<td>H12: Avoiding → Privacy risk</td>
<td>0.105</td>
<td>1.151</td>
<td>&gt;.05</td>
</tr>
<tr>
<td>H13: Avoiding → Satisfaction</td>
<td>−0.156</td>
<td>2.867</td>
<td>&lt;.01</td>
</tr>
<tr>
<td>H14: Satisfaction → Intention</td>
<td>0.371</td>
<td>6.045</td>
<td>&lt;.001</td>
</tr>
</tbody>
</table>

Schofield, 2010; Chang & Heo, 2014). Update frequency reflects the degree of activeness in using Facebook. Active users who updated their status frequently were more likely to disclose their personal information. However, the relationship was only marginally significant. Although updating frequency matters, it might reveal more to identify the content and the nature of the updates. Use time was insignificant. The amount of time the users spent on Facebook did not affect their disclosure intention. Users may spend more time checking other users’ profiles or pages (i.e., “lurking”) than posting about themselves (disclosing personal information). Age did not affect disclosure intention. The result was consistent with previous research on online disclosure (Joinson et al., 2010; Keith, Thompson, Hale, Lowry, & Greer, 2013).

We then tested the hypotheses by examining the sign and significance level of each path coefficient. As shown in Table 4, the results supported ten of the fourteen hypotheses. The hypotheses relating to perceived privacy risk, perceived risk control, satisfaction, and intention were supported (p < .05). These results indicate that risk appraisal and control appraisal served as an important basis for these Facebook users in forming their attitudes toward Facebook’s privacy practices. These attitudes then further influenced their intention to disclose their personal information on Facebook.

As hypothesized, the path coefficients related to the accommodating and problem-solving styles all had correct signs. In addition, they had significant or marginally significant influence on perceived risk control and satisfaction. However, their direct effects on perceived privacy risk were not statistically significant. The asserting style was found to significantly increase the perceived privacy risk (p < .05) but had no significant direct impact on satisfaction. In comparison, the
avoiding style had no significant impact on perceived privacy risk. It largely exerted a direct, negative impact on satisfaction \((p < .01)\). Furthermore, the results supported the positive relationship between satisfaction and intention. Overall, most of our research hypotheses are supported.

The results of the hypothesis testing also suggest that some effects of the conflict management styles were indirect and were mediated through the Facebook users’ cognitive appraisals of potential privacy risks and the extent of their ability to control privacy risk. In particular, perceived privacy risk mediated the effect of the asserting style on satisfaction, whereas perceived risk control mediated the effects of the accommodating and problem-solving styles. It is interesting to formally test the mediating effects of perceived privacy risk and perceived risk control to have a more fine-grained understanding of how conflict management styles influence satisfaction through the two privacy-related cognitive appraisals. Following the suggestions made in a recent study (Vance, Lowry, & Eggett, 2015), we applied the bootstrapping method by Shrout and Bolger (2002) to test the mediation effect as it does not require the mediation effects to be normally distributed and has stronger statistical power than the traditional methods proposed by Baron and Kenny (1986) and Sobel (1982). Similar to the traditional method, three paths were evaluated in this study: (1) the path from an independent variable, such as a conflict management style, to its mediating variable (path \(a\)); (2) the path from the mediating variable to the dependent variable such as satisfaction (path \(b\)); and (3) the direct path from the independent variable to the dependent variable (path \(c\), or \(c’\) when tested simultaneously with the indirect paths involving \(a\) and \(b\)).

One thousand bootstrap samples were generated in SmartPLS. The path coefficients resulting from these samples were then further processed in EXCEL. The indirect effects were computed for each sample by multiplying the coefficients of paths \(a\) and \(b\). For example, in testing the mediating effect of perceived privacy risk on the relationship between asserting style and satisfaction, the indirect effect was equal to the product of the coefficient of the path from the asserting style to perceived privacy risk and the coefficient of the path from perceived privacy risk to satisfaction. Bootstrap percentile intervals of 90% were then constructed for both indirect and direct effects (i.e., coefficient of path \(c’\)). This interval corresponded to a one-tailed significance test at the 0.05 level. The existence of indirect and direct effects was tested by checking whether the interval contained zero. If the interval did not contain zero, the effect was nonzero. Full mediation occurred when the direct effect was zero but the indirect effect was nonzero. Partial mediation was suggested when both the direct and the indirect effects were nonzero.

Table 5 shows the 90% bootstrap percentile intervals for both direct and indirect effects and the results of the mediation testing. The effects of the accommodating and problem-solving styles on satisfaction were partially mediated by perceived risk control whereas the effect of the asserting style was fully mediated through perceived privacy risk. To determine partial mediation, we further computed the effect ratio using 1,000 samples to test the strength of the indirect effect, following the suggestion by Shrout and Bolger (2002). The effect ratio is the ratio of the indirect effect to the total effect (i.e., indirect effect plus direct effect). The mean effect ratio of bootstrap samples was 0.346 for the accommodating style.
Table 5: Summary of mediation testing results

<table>
<thead>
<tr>
<th>Conflict management style</th>
<th>Mediating variable</th>
<th>5% Lower bound</th>
<th>95% Upper bound</th>
<th>Zero included?</th>
<th>5% Lower bound</th>
<th>95% Upper bound</th>
<th>Zero included?</th>
<th>Mediation type</th>
</tr>
</thead>
<tbody>
<tr>
<td>Accommodating</td>
<td>Risk control</td>
<td>0.047</td>
<td>0.166</td>
<td>No</td>
<td>0.071</td>
<td>0.353</td>
<td>No</td>
<td>Partial</td>
</tr>
<tr>
<td>Problem-solving</td>
<td>Risk control</td>
<td>0.005</td>
<td>0.115</td>
<td>No</td>
<td>0.143</td>
<td>0.363</td>
<td>No</td>
<td>Partial</td>
</tr>
<tr>
<td>Asserting</td>
<td>Privacy risk</td>
<td>-0.067</td>
<td>-0.005</td>
<td>Yes</td>
<td>-0.007</td>
<td>0.203</td>
<td>Yes</td>
<td>Full</td>
</tr>
</tbody>
</table>

and 0.185 for the problem-solving style. Both mean effect ratios were less than 50%, suggesting that these two conflict management styles primarily exerted direct effects on satisfaction.

**DISCUSSION**

Our findings suggested that the way in which SNSs handle privacy issues has a significant impact on users’ satisfaction with the privacy practices of these sites. The four management styles were distinguished by assertiveness (attempting to satisfy one’s own concerns) and cooperativeness (attempting to satisfy other’s concerns) (Thomas, 1992). These styles affected users’ satisfaction with SNSs’ privacy practices in different ways. The two cooperative styles—accommodating and problem-solving styles—positively affected users’ satisfaction with the privacy practices of Facebook both directly and indirectly through perceived privacy risk control. Regarding the two uncooperative styles, the avoiding style negatively affected user satisfaction directly, whereas the asserting style negatively affected user satisfaction indirectly through perceived privacy risk.

The literature shows that the accommodating and problem-solving styles both reflect that a company cares about its customers’ information privacy and is willing to actively work with customers to resolve issues in its privacy practices. In our study, these styles were hypothesized to have the same effects on perceived privacy risk, perceived risk control, and satisfaction. To achieve a parsimonious view of variable relationships, we built a *post hoc* model by including a new second-order construct named the benevolent style, which consisted of accommodating and problem-solving as underlying first-order constructs (see Figure 3). In Figure 3, the first-order factors constituting the second-order factor are shown in dashed rectangles, and their weights are displayed on the paths leading to the second-order factor. In particular, we modeled benevolent style as a formative construct because accommodating and problem-solving were moderately correlated (see Table 3). A reflective second-order factor would show extremely high correlations among its first-order factors (often above .8) (Pavlou & Savy, 2006). The analytical results of this alternative research model suggested that benevolence-based conflict management style clearly helped increase the perceived risk control and satisfaction with SNSs. The results of the other hypotheses mainly were the same, thus verifying the stability of our research model.
Interestingly, we found that the two uncooperative styles—avoiding style and asserting style—affected users’ satisfaction with SNSs’ privacy practices in different ways. The avoiding style reflected the SNS’s withdrawal from the conflict, leaving the privacy issue untouched. Users were unsatisfied with SNS inaction, whereas the situation of privacy risk remained the same. The asserting style reflected the SNS’s intention to satisfy its own concerns and serve its own interests. In this case, the users suspected that an SNS would further jeopardize their privacy in aggressively pursuing its own goal, which is contrary to users’ interests. Therefore, the asserting style affected users’ satisfaction with SNSs’ privacy practices only indirectly through the increased privacy risk.

**Theoretical and Practical Implications**

As the first attempt at investigating the impact of different conflict management styles on perceived privacy risk and perceived risk control versus users’ satisfaction with the privacy practices of an SNS and their intention to disclose personal information on the SNS, this study provides both theoretical and practical contributions. First, the study extends the research on conflict management theory to the context of information privacy. No previous research has investigated the privacy issue with regard to the conflict between SNSs and their users. In an effort to fill the gap and advance this stream of research, this study makes significant contributions by taking a unique approach to adopting conflict management theory to the context of online SNS privacy and to test the effects of different conflict management styles on users’ satisfaction with the privacy practices of SNSs. The conflict management approach has allowed us to investigate the overall effects of various privacy-related practices, including the SNS’s policies, announcements, protective features and tools, responses to users, and interaction with users. Our findings suggest that practices that use the accommodating or problem-solving style help improve customer satisfaction, whereas practices that use the avoiding or asserting style diminish users’ satisfaction with the privacy practices of SNSs.
Second, we extended the current research and investigated how each conflict management style affected users’ satisfaction with privacy practices of SNSs. Previous research examined the relationship between conflict management styles and satisfaction (Wall & Galanes, 1986; Tutzauer & Roloff, 1988; Barki & Hartwick, 2001; Bradford et al., 2004; Lee, 2008). In our study, we examined not only the positive and negative relationships between conflict management styles and users’ satisfaction with the privacy practices of SNSs but also the particular context of online SNS privacy and how different styles affected user satisfaction through perceived privacy risk and perceived risk control. The findings of our mediating tests showed that the two types of appraisals—perceived privacy risk and perceived risk control—were mediators, but their effects varied according to different conflict management styles. In particular, perceived privacy risk fully mediated the effect of the asserting style on satisfaction, whereas perceived risk control partially mediated the effects of the accommodating and problem-solving styles.

Third, our study contributes to the body of privacy research on mitigating privacy fears. Regarding the actions that e-commerce companies can take to ease customer privacy fears, the previous research prescribed methods such as the development and communication of privacy policy (Milne & Boza, 1999; Xu et al., 2005), the display of privacy seals (LaRose & Rifon, 2006), and the enhancement of privacy features (Lucas & Borisov, 2008), all of which were designed with the purpose of reducing initial customer privacy fears. However, these studies overlooked the conflict management interventions that companies could use to mitigate existing privacy fears arising from privacy conflicts. The manner in which an organization manages such conflicts results in significant numbers of complex messages that may either increase or mitigate existing customer privacy fears. The findings of our research suggest that SNSs should pay attention to their interventions in privacy issues and use them strategically.

From a practical perspective, our study has instrumental implications for SNS practitioners. Our findings suggest that in handling privacy conflicts with users, SNSs should demonstrate cooperative attitudes and benevolent intentions by using accommodating or problem-solving approaches. SNSs should promote and facilitate two-way communication, actively solicit input from users, and listen and respond to customer privacy needs and requests. Designated blogs and discussion forums could be used as communication channels. In addition to business blogging, individual bloggers could serve as part-time relationship marketers and help gather immediate feedback and suggestions from users (Hsu & Yang, 2013). User participation and contribution to the development and refinement of privacy protection practices could help to increase their satisfaction and create constructive and effective solutions to privacy issues. Furthermore, our results suggest that tactical interventions, such as accommodating and problem-solving, are effective in improving users’ perceptions of risk control. Although it is imperative to safeguard SNS users’ privacy, a comparatively collaborative and cooperative environment would help SNS practitioners to obtain and cater to users’ privacy risk concerns effectively and efficiently. Through such interventions, SNS practitioners could leverage the communication media to disseminate crucial information, such as updated SNS privacy policies and procedures to users, in order to improve their perceptions of privacy risk.
Our empirical findings also showed that both the asserting and avoiding approaches negatively affected users’ satisfaction with the privacy practices of SNSs. Therefore, these approaches are not recommended. The asserting approach forces the opinions, goals, and objectives of the SNS on its users, which only serves to emphasize the differences in their interests. For example, Facebook believed that privacy was no longer a social norm and that users should not be too concerned about it (Bosker, 2010) and LinkedIn’s founders thought that “privacy is for old people” (Cenedella, 2011). Many users would be unlikely to perceive that their privacy concerns were being addressed. On the contrary, they would see that SNSs have a different perspective on the privacy issue, and they would expect less protection and greater risk in the privacy practices of the SNSs in the future. The avoiding approach was reportedly used by Facebook in many cases. Facebook’s traditional response was to “ignore the concerns until any associated furor dies down; and carry on” (Infosecurity, 2013). However, the avoiding approach increases users’ frustration and allows constant conflict to escalate over time (Barki & Hartwick, 2001). Our findings further showed that the asserting approach triggers users’ perceived privacy risk. This finding implies that SNS providers should implement cooperative interventions to satisfy user concerns rather than focus on SNS interests. Regarding perceptions of privacy risk, our evidence shows that there is need for SNS practitioners to make concerted efforts to understand users’ privacy concerns in order to better address users’ needs for privacy protection and to satisfy their interests. Therefore, users could contribute actively and jointly to an SNS’s goals, objectives, and long-term development, resulting in their satisfaction with the SNS.

This study focused on SNS conflict management styles from the perspective of users, which could vary according to their experiences and subjective interpretations. The same SNS provider may be perceived to have different conflict management styles by different users. The mean values reported in Table 3 suggest that Facebook is perceived to have moderate to high problem-solving, asserting, and avoiding styles. However, the mean of accommodating style was below 4, and it had the largest standard deviation or variability among the four styles, suggesting that Facebook users are less likely to agree that Facebook is willing to accommodate users’ privacy concerns. This phenomenon suggests that Facebook does not have a consistent conflict management style. Knowing which style works the best and how each style works would help SNSs gauge their future practices. Furthermore, when we discuss the effects of different conflict management styles on users’ satisfaction with the privacy practices of SNSs, the most important point to consider is the style that users perceive is being used. SNSs may choose the problem-solving approach, but their users may perceive the style differently. SNSs should focus on users’ interpretation of their privacy practices instead of their own intentions and interpretations. If the response of users signals the possible misinterpretation of an SNS’s conflict management style, the SNS should take immediate action to ameliorate such misunderstanding.

Limitations and Future Research
Our study inevitably has several limitations. First, similar to many behavioral investigations, we investigated behavioral intention, in this case users’ intention to
share personal information on SNSs, instead of their actual behavior. Although the theory of planned behavior (Ajzen, 1991), the theory of reasoned action (Ajzen & Fishbein, 1975), and the IS literature support that behavioral intention is an accurate predictor of actual behavior, a recent note by Xu and Bélanger (2013) called for further studies on the contextual nature and actual outcomes of privacy. Although we recognize that our study is limited by the focus on behavioral intention, we believe that the intention to share personal information on an SNS is a functional approximation of actual behavior. Future studies may test the effects of conflict management styles on actual behavior, especially users’ disclosure behavior following the response of SNSs to a major outcry against invasions of privacy on these sites.

Second, we selected Facebook as the SNS setting in which to test our model empirically. Data were collected only from Facebook users. Because different SNS platforms provide different benefits and pose different risks for their users, collecting data from a single SNS helped to avoid these confounding factors. Although Facebook usage constitutes a valid sample of the population of SNS users because of its dominant position and influence, future studies could test the model in the settings of multiple popular SNSs, including Facebook, Twitter, LinkedIn, and Google+. Possible variances in conflict management styles demonstrated by different SNS platforms would allow for the improved testing of our research model. Additionally, investigations of SNS platforms in other cultures, such as Sina Weibo, Tencent Weibo, WeChat, and Renren, could yield further interesting results because of the effects of various cultural value systems (Warkentin, Charles-Pauvers, & Chau, 2015).

Third, another limitation of this study concerns the cross-sectional survey that we employed to capture users’ responses at a single temporal moment. Although we cannot claim true causation without further experimentation that controlled for the interval between cause and effect, the associations we have validated make valuable contributions to the theory that informs our understanding of this important phenomenon. Nevertheless, it may prove fruitful to examine these factors in a future longitudinal study.

Our study is based on the assumption that privacy issues are a form of conflict. It opens another avenue for future research, which is expected to further examine and test existing conflict management findings in the context of information privacy. For example, when eliminating the cause of conflict is not feasible, it could be important to address the effects of conflict, such as “distrust, linking of issues, negative attributions, and/or the results of an escalation” (Wall & Callister, 1995, p. 549). Furthermore, when disputants cannot resolve their conflict, a third party may intervene by acting fairly to help improve relationships and resolve conflict (Fisher, 1972).

In addition, this study examined the causal effects of satisfaction on behavioral intention. Though a significant amount of research has been conducted on satisfaction versus crucial outcomes such as the use and success of an IS, it is worth noting that the underlying concept of satisfaction could be further enriched and explored. Although the manifestation of certain factorial attributes may result in satisfaction, their absence does not automatically lead to dissatisfaction. We assume that the cognitive sources of satisfaction and dissatisfaction may differ
especially in the SNS context. Therefore, future studies may shed light on dissatisfaction and its influence on behavioral intention, thereby providing additional valuable insights into the issue of information privacy.

CONCLUSION

Privacy conflict between SNSs and their users is a persistent problem. This study applies conflict management theory to investigate the effects of different conflict management styles on user satisfaction in an SNS context. Our study makes an original contribution to the literature by specifying the contextual nature of privacy and gauging the affective outcomes of privacy conflict. We believe that the results derived from our study could inform business decision-makers regarding how organizations should manage policies and procedures to satisfy their users in situations of privacy conflict. In particular, the accommodating style and the problem-solving style were found to positively affect users’ satisfaction with the privacy practices of SNSs, both directly and indirectly through perceived risk control. In contrast, the asserting style and the avoiding style were found to negatively affect users’ satisfaction with SNSs’ privacy practices. The effect of the avoiding style on satisfaction is a direct effect, whereas the effect of the asserting style is mediated through perceived privacy risk. Because our study focused on users’ satisfaction with the privacy practices of SNSs, which is an affective outcome of conflict management styles, our study provides a general theoretical foundation that sets the stage for future research on SNS privacy and stimulates further research in this emerging paradigm in IS research. We anticipate that future research may investigate the effect of conflict management styles on behavioral outcomes, such as the continued behavior of sharing personal information on SNSs.

SUPPORTING INFORMATION

Additional supporting information may be found in the online version of this article at the publisher’s website:

Online Appendix
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Appendix

Survey Instrument

**Problem-solving (developed for this study) (Strongly Agree/Strongly Disagree)**

- **ProSolv1** Facebook works with its users to create solutions so that both Facebook and the users can achieve their goals and objectives.
- **ProSolv2** Facebook integrates users’ perspectives with its own when solving privacy issues.
- **ProSolv3** Facebook cooperates with its users to create a win-win solution.

**Accommodating (developed for this study) (Strongly Agree/Strongly Disagree)**

- **Accom1** Facebook is fully cooperative when handling users’ privacy concern.
- **Accom2** Facebook is willing to totally sacrifice its own goals for the sake of its users when handling users’ privacy concern.
- **Accom3** Facebook is willing to completely go along with users’ wishes when handling users’ privacy concern.
- **Accom4** Facebook is willing to entirely give in to users’ request when handling users’ privacy concern.

**Asserting (developed for this study) (Strongly Agree/Strongly Disagree)**

- **Assert1** Facebook would argue that its privacy practice is for users’ benefits.
- **Assert2** Facebook would defend its way of handling users’ personal information.
- **Assert3** Facebook would try to justify the appropriateness of its privacy practices.
- **Assert4** Facebook would assert that users’ privacy concerns are exaggerated.

**Avoiding (developed for this study) (Strongly Agree/Strongly Disagree)**

- **Avoid1** Facebook tried to hide its privacy practice to avoid confrontation with its users.
- **Avoid2** Facebook tried to minimize the disclosure of its privacy practices to avoid tensions between its users and Facebook.
- **Avoid3** Facebook tried to conceal the fact of its privacy practice to avoid conflict between its users and Facebook.
- **Avoid4** Facebook tried to avoid arousing users’ privacy concerns.

**Perceived privacy risk (Malhotra et al., 2004) (Strongly Agree/Strongly Disagree)**

- **PriRisk1** There is high risk associated with providing information on Facebook.
- **PriRisk2** There is high potential for loss associated with providing information on Facebook.
- **PriRisk3** There is too much uncertainty associated with providing information on Facebook.
- **PriRisk4** Providing information on Facebook can cause many unexpected problems.

**Perceived risk control (Bulgurcu, 2011) (Strongly Agree/Strongly Disagree)**

- **RiskCtrl1** I feel that ___________ that may result from using Facebook.
RiskCtrl12 I can reduce any threats to my privacy
RiskCtrl13 I can protect my personal information against any privacy risks

Satisfaction with privacy practice (Hausknecht, 1990) (Strongly Agree/Strongly Disagree)
Satis1 I am satisfied with the privacy offered by Facebook.
Satis2 I am satisfied with the way Facebook handles users’ personal information.
Satis3 I am satisfied with Facebook’s privacy practice.

Intention (Malhotra et al., 2004) (Strongly Agree/Strongly Disagree)
Int1 I would be willing to release more of my personal information on Facebook.
Int2 I would be willing to provide more of my personal information on Facebook.
Int3 I would be willing to disclose more of my personal information on Facebook.
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